
 

 

 

 

BUSINESS PROCESS CONSULTANT - SECURITY  

 

 

 

Context of the job: 

With over 2100 employees, Cegeka is one of the most important ICT providers in Benelux. We 

develop, implement and manage IT applications and infrastructures for medium-sized and large 

organizations. We overcome challenges for clients in the healthcare, social security, retail, public, 

industry, logistics and financial sectors. Customers use our services to implement and integrate IT 

infrastructures, managed services, outsourcing, user support, desktop management, the 

development and implementation of applications, technical support and consultancy. With our own 

data centers in Hasselt (BE), Leuven (BE) and Veenendaal (NL), we are ready for the future and for 

new business models, and so are our customers. As well as the Belgian domestic market, Cegeka 

also has branches in the Netherlands, Poland and Romania, where we have subsidiary companies for 

remote management and software development.    

 

Responsibilities: 

As part of Cegeka’s Security Office you will be involved in following activities: 

 Maintaining and continuously improving the information security management system (ISMS) 

of Cegeka 

 Modelling and (re)design of security processes, based on good practice in line with the 

security policies of Cegeka 

 Supporting Cegeka co-workers in the implementation of security policies & processes in 

order to contribute to creating and maintaining secure environments 

 Developing and executing test plans in order to measure the efficiency and quality of 

security processes 

 Actively participating in security awareness actions to embed the culture of information 

security within Cegeka 

 Your work schedule is from Monday to Friday, normal business hours 

 

Candidates must possess: 

 BSc or MSc in Information Technology  

 4 years proven experience in following areas: 



  

 

  

o Good knowledge about standards such as ISO 27001, ISO 27002 and ISAE3402 (SAS70)  

o Ability to translate business requirements to secure technological solutions and the 

other way around: translate (technical) information security concepts into 

understandable business concepts 

o English - Advanced  

o Ability to deliver high quality documentation 

 One or more security certifications (such as CISSP or ISO 27001 Lead Implementer or 

Auditor) 

 Experience in related audit engagements for certification or “in control” statements (is 

considered an advantage) 

 

Abilities required: 

 Analytical, technical and diagnostic skills 

 Communication and time management skills with the ability to track and ensure the success 

of multiple simultaneous projects 

 Strong desire to work in a collaborative environment 

 Passion for Information security 

 A “security” mindset, acting as an example to co-workers with regards to best practices in 

information security 

 Demonstrated ability to identify process improvement opportunities, demonstrated 

knowledge of change management, and experience implementing new process/technology 

to standardize operations 

 Ability to adapt quickly to constantly changing business priorities 

 Possess the ability to work independently  

 Show initiative 

 Have feeling for system management 

 Team Spirit  

 Customer focused 

 English - Advanced 

 

Offer (bonuses, benefits): 

 Competitive salary  

 Flexible and friendly working environment within a dynamic team  

 Access to various training programs  



  

 

  

 Private medical insurance 

 Meal tickets  

 Long term career development programs 

 Being part of a growing organization with Belgian roots 

 


